
天降巨额“扶贫款”？警惕电诈洗钱新骗局 

 

诈骗手法不断演变，稍有不慎就可能成为电诈团伙的“洗钱工具”。四川乐

山一家银行，联合公安机关阻止了一起以“扶贫款”为由的洗钱行为。 

天降巨额“扶贫款” 小心沦为诈骗帮凶 

2025 年 10 月 28 日上午，四川省乐山市五通桥区一家银行网点内，58 岁的

李先生到柜台取钱，而他取钱时的异常举动，使柜台工作人员警惕起来。 

乐山市商业银行五通支行柜台工作人员 王月月：李先生当时是来办理新开

卡业务，和我沟通时一直盯着手机屏幕。经核实，他提供的工作证明是假的，我

立即警觉起来，马上报警。 

接到银行报警后，辖区派出所民警迅速赶到现场。面对民警现场询问，李先

生始终不说话。 

为了不影响其他人员办业务，民警将李先生带回派出所进行进一步询问，然

而面对询问，李先生依然不太愿意透露太多。 

李先生：我接到了一个陌生电话，他让我下载一个链接，参与爱心捐赠，还

可以领扶贫补贴。 

李先生根据对方发来的短信链接，下载了一个名为“百姓实事”的 App。 

乐山市公安局五通桥区分局竹根派出所副所长 李文强：经过我们调查，这

款 App 是一款打着民生旗号、迷惑广大人民群众的电信诈骗 App。它的服务器设

置在境外，就是为了逃避公安机关打击。 

在提供银行卡信息的第二天，李先生的银行账户就到账了 2 万元的所谓“捐

赠款”。诈骗分子又要求李先生重新办理一张银行卡，还为李先生办理新卡伪造

了工作证明，让他办好新卡后再将捐赠款转到新开的卡上。 

2 万元资金来自哪里？ 揭开背后黑色链条 

警方介入后，经查询核实，发现转入李先生银行卡的 2万元资金，其实来自

外省一名电信诈骗被害人的账户。 

乐山市公安局五通桥区分局刑事侦查大队民警 王鹏颖：就是外省的市民被

电诈分子骗了之后，钱被转到了李先生的银行卡里，然后电诈团伙让李先生把钱



转到其他账户。所以，李先生被电诈团伙利用了，扮演了诈骗链条中“洗钱工具

人”的角色。 

在 App 上，电诈分子假扮成扶贫办的工作人员，给李先生详细讲解了关于扶

贫款的申领流程和有关规定。 

为了让李先生相信此事的真实性，诈骗团伙还将李先生拉入了一个申领扶贫

资金的群。 

为了提高诈骗成功率，诈骗分子千叮万嘱李先生一定要保密，还给他讲解相

关法律法规。 

所幸银行工作人员的警觉和警方快速反应，使得这笔资金在最后一刻被成功

截停，未能流入骗子指定的账户。 

编造高额补贴项目 诱导被害人取现转账 

目前，各类型的“扶贫款”诈骗是当前诈骗分子新型的洗钱套路之一，不法

分子通过网络、电话、短信、快递寄件等渠道，编造“国家扶贫款”“百万扶贫

基金”“养老金”、高额补贴等虚假扶贫项目。 

以做任务便可领取“扶贫款”为由，诱导被害人提供银行账户帮助取现转账，

从而达到洗钱目的。 

另外，还有一些犯罪分子以“做任务领补贴”“刷流水贷款”等各种名目为

饵，诱导被害人提供自己的银行卡、手机卡，用于接收和转移诈骗得来的赃款。 

乐山市公安局刑事侦查支队民警 林祥：诈骗团伙现在盯上了上年纪的老年

人这类群体。利用他们对新型犯罪手段了解不深、防范意识相对薄弱的特点，用

简单操作、高额回报作为诱饵，让他们在不知不觉中，就用自己的合法账户为犯

罪活动提供资金通道。 

警方强调，个人银行账户（卡）、手机卡、支付账户，仅限本人使用。任何

出租、出借、出售行为，不仅存在被用于犯罪的风险，而且本人也将承担相应的

法律责任。 

乐山市公安局刑事侦查支队民警 林祥：根据相关法律法规，即使是在你个

人不知情的情况下，你的账户被用于电信网络诈骗犯罪，只要达到了帮助犯罪分

子支付结算的数额标准，也可能会构成帮助信息网络犯罪活动罪。如果明知是犯

罪所得仍然协助他人进行转移，那么有可能会构成掩饰、隐瞒犯罪所得罪。 



警方提醒，请牢记三个“绝对”。 

第一，国家机关、企事业单位绝对不会通过电话、短信、不明链接要求群众

转账、刷流水或缴纳任何费用。 

第二，所有承诺高额回报，但要求你“提供账户、帮忙转账、取现”的，绝

对都是诈骗。 

第三，个人身份证、银行卡、手机卡以及各类支付账户，绝对不要交给他人

使用。 
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